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That’s this week’s roundup, showing that every industry benefits when good 
cybersecurity habits are followed. So wash your hands and keep your passwords 
secure. Thanks for reading, stay safe and we’ll see you next week!

Apple iPhones and iPads are suspected to have security flaws targeted by hackers. Nintendo admits a data 
breach of user info. Even whiskey auctions aren’t safe from cybercriminals. Good cybersecurity hygiene 
matters. Do not reuse passwords, always confirm whom you are sharing sensitive information with, and track 
where your digital identity may be exposed on HackNotice Personal for free HERE.

Nintendo Confirms Massive Data Breach 
of Up to 160,000 User Accounts

Coronavirus crisis drives Zoom use; 
new upgrade will increase security

Flaw in iPhone, iPads may have allowed 
hackers to steal data for years

Million-dollar whisky sale targeted in 
cyber attack, says auctioneer

See the                                  here.
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https://www.reuters.com/article/us-usa-apple-cyber/flaw-in-iphone-ipads-may-have-allowed-hackers-to-steal-data-for-years-idUSKCN2242IK
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